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Analysis of Different Methods for Caller Identification
Sending Over Internet
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Abstract: This paper describes different methods of calling subscmilbmber send-
ing over Internet. The first method uses the coding of sigaaipdes by A-law of
compression. In the second one, each bit of this signal ireegpd as the telephony
event code according to the standardized way of Internett@asle presentation. The
third one is the new, original method, where the telephorgnecode presents the
whole signal of caller identification. These three methagscampared according to
the channel capacity and according to the error probalbditthe signal sending over
Internet.
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1 Introduction

N the process of integrating packet and traditional telecommunication network,
the different methods of their interworking and the different places af tos-

tact are possible. One possible place of their contact is the connectidaseicc
telephone equipment (telephone, fax) and telephone exchange hyelntar this
case the classic telephony signals (DTMF, line signals, signals of fax; ickdifi-
cation signal, etc.) are transmitted across Internet using special presedefined
in the Internet recommendations. In the beginning the recommendation REC283
was used [1], but it was later divided into three recommendations [2-@¢ol-
ing to these recommendations, it is, simply, possible to present the signal sample
by some law of coding (for example A-law) and to send this signal in the letern
packet. The other possible method is to define signal parameters (fogg el
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and the duration of signal), and to send these parameters by Interket.pAnd,
finally, it is possible to determine the meaning of the signal and to send thetpacke
with telephone event codes, presenting this meaning.

This paper deals with caller identification (CID) signal sending acrosmieite
using different methods of transmission.

2 The structure of CID signal and its sending

The main application of CID signal is to send the identification of the calling sub-
scriber to the called subscriber over traditional subscriber line. Thisifdation,
and other data, can be sent in the on-hook state associated with the rirggial s
or without it.

The CID signals are sent from the Local Exchange (LE) to the Termigails
ment (TE) as analog signals. They are coded as Frequency Shiftgk@y8K)
signals.

The CID signals are sent on the subscriber line at the rate of 1200 Wwhigth
means that the duration of each bit is 838. The signal of frequency 1300 Hz
represents binary 1 (mark bit), and the signal of frequency 2100 pizsents
binary 0 (space bit) [5, 6].

The parts of the CID message are successively, without interruptiondirgg

e Channel Seizure Signal (CSS): the block of 300 continuous bits of atiegn
"0"s (space bit) and "1"s (mark bit), the first bit is "0”, and the last bit is;"

e Mark Signal (MS): the block of 18& 25 "1"s;
e Message type (MT): 8 bits, which define transmitted message;

e Message length (ML): 8 bits, which express the length of Presentaticer Lay
Message,;

e Presentation Layer Message (PLM): contains different parametidata
and time of the call, calling line identity, etc., practically 75 bytes maximum;

e Frame Check Sequence (FCS) 8 bits, at the receiving end used fontinelc
of the correctiness of the received message. It is followed by 1 to 19 "1”

Each byte in MT, ML and PLM is preceded by the start bit (bit with the value
"0"), and followed by the end bit (bit with the value "1").

3 CID signal sending over Internet

Figure 1 presents block-diagram of CID signal sending over Int¢rijet
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CID signal is generated in the local exchange (LE). The content of tBe C
signal is formed in the Common Control Unit (CCU) of the exchange. ClDasign
is shaped in the modulator (MOD1) and, after that, sent on the subscriber lin
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Fig. 1. The methods of CID signal sending over Internet: a) transmissidelephone
signal parameters (TSP); b) transmission of event codes (EC)

The gateway (GW1) is situated at the Internet ingress port. The demadulato
(DEM) in GW1 demodulates CID signal, and the packetizer (PCK) formsgiack
of CID signal, which are sent over Internet.

Telephone signals in Internet packets can be represented by telegigoaé
parameters (TSP) (frequency, modulation frequency, level, durdti@h,) section
4. RTP Payload Format for Telephony Tones), as it is presented on figure 1a). They
can be also defined as event codes (EC) (4&ftion 2. RTP Payload Format for
Named Telephone Events), as it is presented on figure 1b).

On the other side of packet connection, i.e. at the Internet egressopibie
classic telephone network, depacketizer (DPC) in gateway (GW2) dsriagernet
packets in the content of CID message. This content is then sent to the taodula
(MOD2), which forms the CID message towards the terminal equipment (TE).

The characteristics of the TSP usage are faster transmission, simplea+ealiz
tion, but also the possibility to transmit invalid signal. For example, the signal on
the subscriber line can be attenuated more than it is allowed. The paraniébéss o
attenuated signal will be measured in the gateway and sent over Intéfnet [

The second method requires more complicate gateway and more time to recog-
nize the signal, because the meaning of the signal must be detected, liohtje (
signals are replayed in standard shape and level.

The gateway, which sends the signal samples without detecting the signal pa
rameters, or its meaning, is the simplest for realization, guarantees thetfasser
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mission, but the needed channel capacity is greater than in the other two othe
explained cases.

4 The structure of Internet message packets

The structure of one Internet message packet (their parts and thedwhthese
parts) is shown in the figure 2. The RTP payload length depends on thenton
which is sent, and the length of the other packet parts is precisely defisdids
presented in figure 2.

Ethernetheader | IP header | UDP header RTP header FCS check-sum
RTP payload
(14 bytes) (20 bytes) (8 bytes) (12 bytes) (4 bytes)

Fig. 2. The structure of Internet message packet

01 23 45 6 7 8 9 10 1112 13 1415 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31

PT=8

sample 1-1 sample 1-2 sample 1-3 sample 1-4

sample 1-397 sample 1-398 sample 1-399 sample 1-400

Fig. 3. CID signal coding using A-lawt

Figure 3 presents RTP part of Internet packet when A-law of corsjmess
used for coding of CID signal. The part of the CID signal in figure 3 4@8
samples (it lasts 50 ms). Each row in figure 3 has 4 bytes. The 3 rows apt(iEto
bytes) are the RTP header, and the remaining rows are the RTP paydoajold€s
from 1-1 to 1-400). After that, the next part of the CID signal may bd seimg
the similar packet, or some other method of transmission. In the RTP header, it is
important to mention the payload typeT(), which defines the data type in the RTP
payload.PT = 8 means that the RTP payload content are the samples coded using
A-law of compression. ThifT is static, meaning that the value 8 at this place in
RTP header always defines samples coded using A-law of compression.

Figure 4 presents the RTP part of the Internet packet if each bit ofsigjial
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01234567 8910111213 1415 161718192021 22 23 24 2526 27 28 29 30 31

PT =100

Block PT=101 TS offset=T1+ ... + T20 =133 Block length =40 bytes

Block PT=101 TS offset =T11 + ... + T20= 67 Block length =40 bytes

Block PT=101
Event code = 32 Volume DurationT1 =6
Event code = 49 Volume Duration T2=7
Event code = 32 Volume Duration T3=7
Event code = 49 Volume Duration T4 = 6
Event code = 32 Volume Duration T5 =7
Event code =49 Volume Duraton T6 =7
Event code = 32 Volume Duration 7 =6
Event code = 49 Volume Duration T8 =7
Event code = 32 Volume Duration @9 =7
Event code = 49 Volume Duration T10=6
Event code = 32 Volume Duration T11 =7

8 bits in CID signal with Event code combination of 32 and 49 and
duration7,6,7,7,6,7,7,6
Event code =49 Level DurationT20 =7
Event code = 32 Level Duration T21 =7
8 bits in CID signal with Event code combination of 32 and 49 and
duration6,7,7,6,7,7,6,7

Event code =49 Level Duration T30 =7

Fig. 4. The message presenting each CID signal bit as the separated ev

is presented as the event code [8]. Dynafic = 100 is used in RTP header.
(DynamicPTs take the values from the range 96-127). The meaning oPthis

nota priori defined; it is agreed between two gateways by special messages (SDP
messages) before signal sending. In this case, it is agreed by SDRgesskat
thePT is intended for redundant packet, composed of telephone eWnts {01).
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The payload format for each event has 4 bytes, with the first byte met@rayent
code [9], and the other 3 bytes defining the volume and the duration of thal sig
RTP payload is composed of 3 blocks with 10 events each, so each blatk len
with event code descriptions is 40 bytes. The values of event cod@ dspace,
or 2100 Hz signal) and 49 (mark, or 1300 Hz). The duration of thesalsigsn6 or

7 sampling interval, because the duration of each bit in CID signal ig98&33 he
example in figure 4 presents the packet for sending 3 bytes of CID qigddlits
including start and stop bit), i.e. 25 ms of CID signal.

Figure 5 presents the message with the event code for CID signal (90)if8
the first byte in the RTP payload. After that the value of the second bytesdefie
remaining byte number in the RTP payloat 2, n being the length of the RTP
content which codes CID signal). The third byte is the number of 01 pairSi C
part of CID signal (150), and the fourth one is the length of the MS pa@Id
signal (180). The remaining part of this message is the content of MT, ML a
PLM (bytes 12,...,n).

This message presents the complete content of the CID signal.

01 23 4 5 6 7 8 910 111213 1415 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31

PT=96

Event code = 90 Length=n+2 CSS: number of 01 pairs = 150 MS: number “1" = 180

Byte 1i CID message Byte 2 in CID message Byte 3 in CID message Byte 4 in CID message

Byte 5 in CID message Byte 6 in CID message Byte 7in CID message Byte 8 in CID message

Byte (n-3) in CID message Byte (n-2) in CID message Byte (n-1) in CID message Byte n in CID message

Fig. 5. The message with the event code for the whole CID signal

5 Comparison of different methods for CID signal sending ove
Internet

The methods for CID signal sending over Internet can be compareuidaeg to
different criteria: the delay of the reproduced signal relative to orlgiignal, gate-
way complexity for different methods of realization, channel capacityClar sig-
nal transmission over Internet, error probability in CID signal transmissiothis
paper the comparison is made according to last two of these four criteria.
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- coding the whole CID message content

- packetization interval 30ms, code events for each bit of CID signal

- packetization interval 20ms, code events for each bit of CID signal

- packetization interval 30ms, CID signal samples expressed by A-law of compression
- packetization interval 20ms, CID signal samples expressed by A-law of compression
- packetization interval 10ms, CID signal samples expressed by A-law of compression

10’

xooem)p

0 20 30 40 50 60 70 80 -PLM

Fig. 6. The channel capacity for CID signal transmission using diftereding
methods

Figure 6 presents channel capacity for different methods of CID ktopnas-
mission over Internet. The channel capacity is expressed in the fundti®bhd
length. Three characteristic lengths of PLM in figure 6 are:

e 18 bytes for the subscriber number of 6 digits;
e 26 bytes for the subscriber number of 14 digits;
e 75 bytes, the maximum expected PLM length.

For CID signal sending as samples coded by A-law of compression and fo
each CID signal bit coding as the event code, the channel capacitgigatad for
different time intervals (10 ms, 20 ms, 30 ms), packetized in one Internképac
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Presenting each CID signal bit by the event code doesn’t decregiseably
the channel capacity, comparing to sending CID signal samples codedidy A
of compression. In the first case each CID signal bit is presented lyye$ bs
the event code, and for the second case each signal bit has the mlofa8i@3 us,
or 6.66 sampling intervals at average. Comparing to these two methods, vehen th
packet, which expresses the CID signal by the special code for thiewlymal,
is used, the channel capacity is significantly less. This capacity is 1-1.58€ of
capacity needed for sending CID signal samples coded by A-law of assipn.

CID signal is sent over Internet using RTP protocol. This protocol ssgeed
to transmit signals in real time and it hasn't possibility to retransmit the errored
messages. The errored packets are rejected. The error is determicedddating
checksum of the message and comparing this calculated value with the data in the
FCS part of packet.

The error probability in message transmission over Internet is:
RBR=1-Rt=1-(1-BER)" (1)

where P-7 is the probability of correct message transmissiBER is the error
probability on one bit in Internet messad#t(Error Rate), andn is the number of
bits in Internet message

For the small values of BER (practically, the value of BER is not expected to
be greater than 16), from (1) follows:

Pz ~ n-BER= (Lhgaper+ LrrPray) - BER (2)

where the new abbreviations algjeaper is the length of all headers in the mes-
sage and.rrppay is the length of the RTP payload.

From (2) it can be seen that the overall bit number in Internet messagkeis ¢
lated as the sum of lengths of all headétthérnet, IP, UDP, RTP) and RTP payload
in RTP part of the packet.

The error probability in CID signal transmission is calculated according &ethe
formulas. Figure 7 presents the error probability in CID signal transmisgieemn
each CID signal bit is coded as the event code and when the whole QiBl $ig
transmitted in one packet, using the special code for CID signal. The satific
error probability decrease when CID signal is transmitted using the spexal
for the whole CID signal is the result of significant decrease in requitedhnel
capacity for transmission.
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- coding the whole CID message content

- packetization interval 10ms, code events for each bit of CID signal
- packetization interval 20ms, code events for each bit of CID signal
- packetization interval 30ms, code events for each bit of CID signal
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Fig. 7. The comparison of error probability when CID signals are tréttesn
using different coding methods

6 Conclusion

This paper presents different possibilities for CID signal transmissienlaternet.
Coding of each bit in CID signal as the event code doesn’t decrégisdicantly

the channel capacity and the error probability comparing to sending Chalsig
samples. Significant decrease in channel capacity and error probabdlyained

by sending the complete CID signal content in one packet, using speergl@de

for the whole CID signal. But, the gateway for this method of sending is more
complicate than in two previous cases.
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